Практическая работа № 1

Изучение команд работы с сетью

# Цель работы

Целью работы является изучение команд работы с сетью в режиме командной строки Windows.

# 1. Командная строка Windows

## 1.1. Окно Командная строка

Операционная система управляет аппаратурой компьютера и обеспечивает интерфейс между пользователем и компьютером.

Этот интерфейс может быть реализован двумя способами – графический интерфейс (например, **Проводник**) и интерфейс командной строки, доставшийся Windows в наследство от операционной системы MS DOS.

При использовании интерфейса командной строки, пользователь набирает команды с клавиатуры, которые обрабатываются (выполняются) с помощью так называемого командного интерпретатора, иначе называемого командным процессором или оболочкой командной строки (command shell). Командный интерпретатор или оболочка командной строки — это программа, которая, находясь в оперативной памяти, считывает набираемые вами команды и обрабатывает их, обращаясь с помощью системных вызовов к функциям операционной системы.

Некоторые команды распознаются командным интерпретатором и выполняются операционной системой с помощью встроенных в нее команд — такие команды называются внутренними (например, COPY или DIR) Другие команды операционной системы представляют собой отдельные программы(утилиты), расположенные по умолчанию в том же каталоге, что и Cmd.exe, которые Windows загружает и выполняет аналогично другим программам. Такие команды называются внешними (например, MORE или XCOPY).

Файл **Cmd.exe**, как и другие исполняемые файлы, соответствующие внешним командам операционной системы, находятся в каталоге WINDOWS\system32\.

Для работы в режиме командной строки надо выбрать в подменю Стандартные главного меню системное приложение Командная строка (значок ![CommandPromptIcon](data:image/png;base64,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)) или выбрать пункт Выполнить… (Run) в меню Пуск (Start), ввести имя файла Cmd.exe и нажать кнопку OK. В результате откроется новое окно, в котором можно запускать команды и видеть результат их работы.

![Командное окно интерпретатора Cmd.exe в Windows XP](data:image/png;base64,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)

Закрыть окно Командная строка можно щелчком по кнопке Закрыть (![CloseCommandIcon](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAVCAMAAAB44J7gAAAABGdBTUEAAK/INwWK6QAAABl0RVh0U29mdHdhcmUAQWRvYmUgSW1hZ2VSZWFkeXHJZTwAAAASUExURfHv4p2doXFvZP///wAAAODf4yBjz6MAAABCSURBVHjaYmBGBUwMzAzIgBEkwIoEyBdgYQFxQCRcgAVKwLSwgAGyGVA+bgF0LRiGYlhLDb+gCjCiACYGJjQAEGAAPYUEowybDuEAAAAASUVORK5CYII=)) или вводом в командной строке команды exit.

Окно Командная строка имеет специальный вид, отличный от других окон Windows. Управление размерами и местоположением окна, а также вывод в окне управляется с помощью меню. ***Это меню вызывается, если щелкнуть правой кнопкой мыши по строке заголовка:***

![CommandPromptMenu](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAIgAAAC5CAMAAADEQodoAAAABGdBTUEAAK/INwWK6QAAABl0RVh0U29mdHdhcmUAQWRvYmUgSW1hZ2VSZWFkeXHJZTwAAAAwUExURayomaurq46OjrS0tJubm8fHx+Pj4/Ly8tnZ2fb29pCQkKysrJ2doQAAAP///////wJD1tMAAAAQdFJOU////////////////////wDgI10ZAAADWElEQVR42uyci3bjIAxE2e2+NyL//7e7jTGSDCaAeaUdn5YmTk58PZJhIkPN/WZX2G4GIAAByMuDGLeJFw9PJ4K438Eg6o8E2ege7XvjcLdGvMOIPdt7TAWI1yMMjfvoCKwRr4nWmAo10yCHwygQw+qwCts7PUhBjnkQr0EmiDlTxMjX81U5gqgXq0BsDxCRppysKjQnyXohNOHFiy4eIAABCEA+MAg9thVAfLMIyEMWJ872WOx/tJt0225+3BqEwnb78XusYOPH7UEip0vHU9+pPEhhduUqYtX5kz+mVSActWJVKkNzaG0I0AMkI1kjEC1DE1Kt0LMuA4KxBiAAeTVjtAbIOF+UBbIPNcEOGq+IdybaENHYHCGngA0MEQ1UROhCgSGaCHJsR4JsoZmarCP9yQcAwaAHEIAA5LVAFqmhDfOJJaOvGnN1GaumZFYHkizUNLJI+YqElbTdrFGLZCpTRKujQK6qkpOs6aC0BqFovXt3idFkVSDNQkN5hXfqdXWX9qzLgGDQAwhAAAKQXBDy24ogM+qsFBvIZtRZUyCiztrPRmcqknW/85KEaZCgztrPRj9V5KS82dxG14I0t9EZILLO2s9G13dojd1rozrrTBCMvgABCEAUyG3uhtAABCAAAcinAHH2PagG0HgQniSr/Pnwe3r+W1QI4r/88sxzB7g/p8vAIkcigeA98m6Je+b14qZRskYTQnz952PzlHwBci2f0opYf/JRRcQey+HqlyN8aK6T9AOJXTUkKjWkY9IvNLF+JP7lmxbpWZcBwaAHEIAA5BVBei8YpBKQnlZRfvYzEDf9/HATyba5WyTH6xwQG5+bf2Wd4tGJPgUhvy5Szc0Xyxev3JIoUIQSc/OvrFMszZHse0aVIIWXbzJZG026Qs8KEIAABMbok4LsLsDqNfF0PvDUjzlZIMITsVnif2XALqnBjJq0ESAbBQlc0nAQGSDlknqFRk7YUSBnLon6KEJqwo6aQXOiS7fQoGcFCEAA0h6EOhmD8nV6U2rxK6/T43GHgnVR3UGiBsjG5pCOUISCeo0sSAxep0dWTHCWilBfRZLr9IaCRNbpKUc/KjTo4gECkNVB1tjM/X7/D/Tz19u3P19nbsbad5DfP76//f0yc/snwAAqRj7tZzWeZgAAAABJRU5ErkJggg==)

***Действия команд отменяются клавишей Esc***

Команда Переместить позволяет перемещать окно по экрану, а команда Размер – изменить размер окна (только по вертикали). Команды Свернуть, Развернуть, Восстановить и Закрыть дублируют действие соответствующих кнопок строки заголовка окна.

***Команда Изменить позволяет окну взаимодействовать с буфером обмена*** (только для текстовых данных), прокрутить содержимое окна (команда Прокрутить) или найти заданную строку текста в окне (команда Найти).

***Взаимодействие с буфером обмена*** в окне командной строки выполняется с помощью команд Пометить, Копировать, Вставить и Выделить все.

Для копирования из окна командной строки необходимо выполнить следующие действия:

* вызвать контекстное меню для строки заголовка окна;
* в подменю команды Изменить контекстного меню выбрать команду Пометить;
* выделить фрагмент текста, который необходимо скопировать (сначала установить курсор мыши на первый символ копируемого фрагмента, затем нажать левую кнопку мыши и, не отпуская ее, установить курсор мыши на последний символ копируемого фрагмента);
* для выделения всего содержимого окна можно использовать команду Выделить все;
* опять вызвать контекстное меню и подменю команды Изменить контекстного меню выберите команду Копировать (можно также просто нажать клавишу Enter).

Скопированный фрагмент можно вставить в другое место окна или в любое приложение.

Для вставки текстовых данных в окно командной строки необходимо:

* установить курсор в то место, где будет производиться вставка;
* вызвать контекстное меню для строки заголовка окна;
* в подменю команды Изменить контекстного меню выбрать команду Вставить.

В диалоговом окне команды Свойства задаются параметры выводимого окна.

В закладке Общие этого окна можно выбрать размер курсора, режим вывода (окно или полноэкранный режим), количество запоминаемых команд, а также способ редактирования.

В закладке Шрифт можно выбрать шрифт для вывода текста в окне и, соответственно, горизонтальный размер окна, поскольку он зависит от величины выводимого шрифта.

В закладке Расположение задается размер буфера экрана и размер собственно экрана (ширина в символах, высота – в строках), а также положение верхнего левого угла окна относительно верхнего левого угла экрана (в пикселях).

В закладке Цвета можно выбрать цвета текста и фона для окон командной строки (основного и всплывающего).

Команда Умолчания окна Командная строка выводит закладку Расположение команды Свойства.

При возникновении проблем отображения букв русского алфавита в командной строке необходимо загрузить соответствующую таблицу Windows для этого необходимо набрать в командной строке команду

chcp 1251

Затем в свойствах командной строки установить шрифт Lucida Console/.

## 1.2. Работа в режиме командной строки

Диалог пользователя в режиме командной строки осуществляется в форме команд, вводимых в ответ на приглашение и ответов операционной системы и пользовательской программы на введенные команды.

Приглашение по умолчанию содержит путь к текущей папке (папке, в которой в данный момент находится пользователь) и заканчивается символом '>'. Вид приглашения можно изменить с помощью команды prompt.

В момент загрузки окна Командная строка текущей является папка

C:\Documents and Settings\*login-пользователя*.

Команда пользователя состоит из имени команды и, возможно, параметров. Параметры обычно задают объекты, над которыми выполняется действие команды. Кроме того, команда может содержать опции, задающие различные режимы выполнения команды. Первым символом опции является символ "-" или символ "/". ***Имя команды и параметры могут набираться как прописными (заглавными), так и строчными латинскими буквами (все строчные буквы переводятся в Windows в прописные буквы).*** Имя команды, параметры и опции отделяются друг от друга пробелами. Если параметр (например, имя файла) содержит пробелы, он должен быть заключен в двойные апострофы (символ '"'). Ввод каждой команды заканчивается нажатием клавиши Enter(Return).

В качестве имени команды могут использоваться не только имена команд, но и имена программ (файлов с расширением .COM или .EXE), а также командных файлов с расширением .BAT (значок ![BatFileIcon](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAACAAAAAdCAMAAAD8QJ61AAAABGdBTUEAAK/INwWK6QAAABl0RVh0U29mdHdhcmUAQWRvYmUgSW1hZ2VSZWFkeXHJZTwAAAAVUExURYCAAAAAgMDAwICAgP//AAAAAP///9J2aHcAAACiSURBVHjapJPhDoQwCIMR2r3/I1/hNLlEtl208cfcvpUS1GItWvhKBRwLzQB3fp/HAC/9F3LR5AmMqZ4A8l0CWjungFnGCoZFC9gAovYG2AE6UAk5DFgDmKTT3As4eQeyRJSDFmeRX4DpgBqAQy8dkCGgy4rQAEEib3pyyuBNm6gyhJm1bSaQ3uQEKF8q/tVkOyySL8fdAbtvcvfrcaOPAAMAjTIN8E5DeGQAAAAASUVORK5CYII=)).

Если пользователь не указал, в каком каталоге следует искать программу, то поиск производится в текущем каталоге и в каталогах, заданных командой Path.

Для явного указания папки в команде следует в качестве имени команды использовать полное имя файла, включающее путь к той папке, в которой находится нужная программа или командный файл, например:

c:\doc\prog\myprog

До нажатия клавиши Enter можно редактировать строку вводимой команды, удаляя ранее введенные символы с помощью клавиш Backspace (🡨).

Кроме этого, можно вызвать предыдущую или следующую выполненную команду (если они есть) с помощью клавиш ↑ или ↓, а также подвести курсор в нужное место команды с помощью клавиш → или ← и выполнить корректировку команды в режиме вставки или замещения (переключение в режим вставки или замещения выполняется с помощью клавиши Ins).

Программы, но не команды, и командные файлы можно запустить, как и приложения Windows, с помощью команды Выполнить (где можно, при необходимости, указать параметры программы) или с помощью Проводника.

## **1.3. Основные команды Windows**

Сводка основных команд Windows (в алфавитном порядке) представлена в следующей таблице 1.

Таблица 1 Сводка команд Windows

| Имя команды | Действие команды |
| --- | --- |
| ASSOC | Вывод либо изменение сопоставлений по расширениям имен файлов. |
| AT | Выполнение команд и запуск программ по расписанию. |
| ATTRIB | Отображение и изменение атрибутов файлов. |
| BREAK | Включение/выключение режима обработки комбинации клавиш Ctrl+C. |
| CACLS | Отображение/редактирование списков управления доступом (ACL) к файлам. |
| CALL | Вызов одного пакетного файла из другого. |
| CD | Вывод имени либо смена текущей папки. |
| CHCP | Вывод либо установка активной кодовой страницы. |
| CHDIR | Вывод имени либо смена текущей папки. |
| CHKDSK | Проверка диска и вывод статистики. |
| CHKNTFS | Отображение или изменение выполнения проверки диска во время загрузки. |
| CLS | Очистка экрана. |
| CMD | Запуск еще одного интерпретатора командных строк Windows. |
| COLOR | Установка цвета текста и фона, используемых по умолчанию. |
| COMP | Сравнение содержимого двух файлов или двух наборов файлов. |
| COMPACT | Отображение/изменение сжатия файлов в разделах NTFS. |
| CONVERT | Преобразование дисковых томов FAT в NTFS. Нельзя выполнить преобразование текущего активного диска. |
| COPY | Копирование одного или нескольких файлов в другое место. |
| DATE | Вывод либо установка текущей даты. |
| DEL | Удаление одного или нескольких файлов. |
| DIR | Вывод списка файлов и подпапок из указанной папки. |
| DISKCOMP | Сравнение содержимого двух гибких дисков. |
| DISKCOPY | Копирование содержимого одного гибкого диска на другой. |
| DOSKEY | Редактирование и повторный вызов командных строк; создание макросов. |
| ECHO | Вывод сообщений и переключение режима отображения команд на экране. |
| ENDLOCAL | Конец локальных изменений среды для пакетного файла. |
| ERASE | Удаление одного или нескольких файлов. |
| EXIT | Завершение работы программы CMD.EXE (интерпретатора командных строк). |
| FC | Сравнение двух файлов или двух наборов файлов и вывод различий между ними. |
| FIND | Поиск текстовой строки в одном или нескольких файлах. |
| FINDSTR | Поиск строк в файлах. |
| FOR | Запуск указанной команды для каждого из файлов в наборе. |
| FORMAT | Форматирование диска для работы с Windows. |
| FTYPE | Вывод либо изменение типов файлов, используемых при сопоставлении по расширениям имен файлов. |
| GOTO | Передача управления в отмеченную строку пакетного файла. |
| GRAFTABL | Позволяет Windows отображать расширенный набор символов в графическом режиме. |
| HELP | Выводит справочную информацию о командах Windows. |
| IF | Оператор условного выполнения команд в пакетном файле. |
| LABEL | Создание, изменение и удаление меток тома для дисков. |
| MD | Создание папки. |
| MKDIR | Создание папки. |
| MODE | Конфигурирование системных устройств. |
| MORE | Последовательный вывод данных по частям размером в один экран. |
| MOVE | Перемещение одного или нескольких файлов из одной папки в другую. |
| PATH | Вывод либо установка пути поиска исполняемых файлов. |
| PAUSE | Приостановка выполнения пакетного файла и вывод сообщения. |
| POPD | Восстановление предыдущего значения текущей активной папки,  сохраненного с помощью команды PUSHD. |
| PRINT | Вывод на печать содержимого текстовых файлов. |
| PROMPT | Изменение приглашения в командной строке Windows. |
| PUSHD | Сохранение значения текущей активной папки и переход к другой папке. |
| RD | Удаление папки. |
| RECOVER | Восстановление читаемой информации с плохого или поврежденного диска. |
| REM | Помещение комментариев в пакетные файлы и файл CONFIG.SYS. |
| REN | Переименование файлов и папок. |
| RENAME | Переименование файлов и папок. |
| REPLACE | Замещение файлов. |
| RMDIR | Удаление папки. |
| SET | Вывод, установка и удаление переменных среды Windows. |
| SETLOCAL | Начало локальных изменений среды для пакетного файла. |
| SHIFT | Изменение содержимого (сдвиг) подставляемых параметров для пакетного файла. |
| SORT | Сортировка ввода. |
| START | Запуск программы или команды в отдельном окне. |
| SUBST | Сопоставляет заданному пути имя диска. |
| TIME | Вывод и установка системного времени. |
| TITLE | Назначение заголовка окна для текущего сеанса интерпретатора  командных строк CMD.EXE. |
| TREE | Графическое отображение структуры папок заданного диска или заданной папки. |
| TYPE | Вывод на экран содержимого текстовых файлов. |
| VER | Вывод сведений о версии Windows. |
| VERIFY | Установка режима проверки правильности записи файлов на диск. |
| VOL | Вывод метки и серийного номера тома для диска. |
| XCOPY | Копирование файлов и дерева папок. |

**Для того, чтобы вывести приведенный в таблице список команд Windows необходимо ввести команду** help **без параметров.**

Справка по команде Windows выводится либо с помощью команды

*имя-команды* /?

либо с помощью команды

help *имя-команды*

Например, справку по команде dir можно получить с помощью одной из команд:

dir /? или help dir

Для некоторых команд текст встроенной справки может быть довольно большим и не умещаться на одном экране. В этом случае помощь можно выводить последовательно по одному экрану с помощью команды MORE и символа конвейеризации |, например:

XCOPY /? | MORE

В этом случае после заполнения очередного экрана вывод помощи будет прерываться до нажатия любой клавиши. Кроме того, используя символы перенаправления вывода > и >>, можно текст, выводимый на экран, направить в текстовый файл для дальнейшего просмотра. Например, для вывода ipconfig в текстовый Seti.doc файл используется следующая команда:

ipconfig > D:\Seti.doc

Для добавления выходных данных команды в конец файла, не удаляя при этом существующей информации из файла используется символ >>. Например, чтобы добавить результат выполнения команды arp -a в существующий файл Seti.doc надо набрать команду

arp >> D:\Seti.doc

В таблице описаны операторы перенаправления потоков ввода и вывода команд.

|  |  |
| --- | --- |
| Таблица 20.1. | |
| **Оператор перенаправления** | **Описание** |
| > | Записывает данные на выходе команды вместо командной строки в файл или на устройство, например, на принтер. |
| < | Читает поток входных данных команды из файла, а не с клавиатуры. |
| >> | Добавляет выходные данные команды в конец файла, не удаляя при этом существующей информации из файла. |
| >& | Считывает данные на выходе одного дескриптора как входные данные для другого дескриптора. |
| <& | Считывает входные данные одного дескриптора как выходные данные другого дескриптора. |
| | | Считывает выходные данные одной команды и записывает их на вход другой команды. Эта процедура известна под названием "канал". |

С помощью переназначения устройств ввода/вывода одна программа может направить свой вывод на вход другой или перехватить вывод другой программы, используя его в качестве своих входных данных. Таким образом, имеется возможность передавать информацию от процесса к процессу при минимальных программных издержках. Практически это означает, что для программ, которые используют стандартные входные и выходные устройства, операционная система позволяет:

* выводить сообщения программ не на экран (стандартный выходной поток), а в файл или на принтер (перенаправление вывода);
* читать входные данные не с клавиатуры (стандартный входной поток), а из заранее подготовленного файла (перенаправление ввода);
* передавать сообщения, выводимые одной программой, в качестве входных данных для другой программы (конвейеризация или композиция команд).

# 2. Команды работы с сетью

Краткое описание и примеры использования сетевых утилит командной строки Windows:   
  
[ARP](http://ab57.ru/netcmd.html#id01)  
[IPCONFIG](http://ab57.ru/netcmd.html#id02)  
[GETMAC](http://ab57.ru/netcmd.html#id03)  
[NBTSTAT](http://ab57.ru/netcmd.html#id04)  
[NETSH](http://ab57.ru/netcmd.html#id05)  
[NETSTAT](http://ab57.ru/netcmd.html#id07)  
[NET](http://ab57.ru/netcmd.html#id08)  
[NSLOOKUP](http://ab57.ru/netcmd.html#id09)  
[PATHPING](http://ab57.ru/netcmd.html#id10)  
[PING](http://ab57.ru/netcmd.html#id11)  
[ROUTE](http://ab57.ru/netcmd.html#id12)  
[TELNET](http://ab57.ru/netcmd.html#id13)  
[TRACERT](http://ab57.ru/netcmd.html#id14)

**Утилита IPCONFIG .**

    Утилита командной строки IPCONFIG присутствует во всех версиях Windows. Некоторые параметры командной строки не поддерживаются в версиях, предшествующих Windows Vista/Windows 7.  
  
 Команда **IPCONFIG** используется для отображения текущих настроек протокола TCP/IP и для обновления некоторых параметров, задаваемых при автоматическом конфигурировании сетевых интерфейсов при использовании протокола Dynamic Host Configuration Protocol (DHCP).   
  
Синтаксис:  
  
**ipconfig [/allcompartments] [/all] [/renew[Adapter]] [/release[Adapter]] [/renew6[Adapter]] [/release6[Adapter]] [/flushdns] [/displaydns] [/registerdns] [/showclassidAdapter] [/setclassidAdapter [ClassID]]**Параметры:  
  
**/?** - отобразить справку по использованию IPCONFIG  
  
**/all** - отобразить полную конфигурацию настроек TCP/IP для всех сетевых адаптеров. Отображение выполняется как для физических интерфейсов, так и для логических, как например, dialup или VPN подключения.  
  
**/allcompartments** - вывести полную информацию о конфигурации TCP/IP для всех секций. Применимо для Windows Vista/Windows 7.  
  
**/displaydns** - отобразить содержимое кэш службы DNS - клиент.   
  
**/flushdns** - сбросить содержимое кэш службы DNS - клиент.   
  
**/registerdns** - инициировать регистрацию записей ресурсов DNS для всех адаптеров данного компьютера. Этот параметр используется для изменения настроек DNS сетевых подключений без перезагрузки компьютера.   
  
**/release[Adapter]** - используется для отмены автоматических настроек сетевого адаптера, полученных от сервера DHCP. Если имя адаптера не указано, то отмена настроек выполняется для всех адаптеров.   
  
**/release6[Adapter]** - отмена автоматических настроек для протокола IPv6   
  
**/renew[Adapter]** - обновить конфигурацию для сетевого адаптера, настроенного на получение настроек от сервера DHCP. Если имя адаптера не указано, то обновление выполняется для всех адаптеров.   
  
**/renew6[Adapter]** - как и в предыдущем случае, но для протокола IPv6   
  
**/showclassid Adapter** и **/setclassid Adapter[ClassID]** - эти параметры применимы для Windows Vista / Windows 7 и используются для просмотра или изменения идентификатора Class ID, если он получен от DHCP - сервера при конфигурировании сетевых настроек.   
  
    Изменение сетевых настроек с помощью команды IPCONFIG в основном применимо к тем сетевым адаптерам, которые настроены на автоматическое конфигурирование с использованием службы динамической настройки основных параметров на сетевом уровне DHCP (Dynamic Host Configuration Protocol) или службы автоматической настройки приватных IP - адресов APIPA (Automatic Private IP Addressing).   
  
 Если в параметрах командной строки IPCONFIG используется имя адаптера, содержащее пробелы, то оно должно заключаться в двойные кавычки. Если имя содержит символы русского алфавита, то оно должно быть представлено в DOS-кодировке.   
  
Для имен адаптеров применимо использование символа **\*** в качестве шаблона:  
  
**\*** - любое имя  
**Локальн\*** - имя адаптера начинается с " Локальн "  
**\* сети \*** - имя адаптера содержит строку " сети "   
  
Примеры использования:  
  
**ipconfig** - отобразить базовые сетевые настройки для всех сетевых адаптеров. BR>  
**ipconfig /all** - отобразить все сетевые настройки для всех сетевых адаптеров.   
  
**ipconfig /renew "Подключение по локальной сети 2"** - обновить сетевые настройки, полученные от DHCP - сервера только для адаптера с именем " Подключение по локальной сети 2"  
  
**ipconfig /dysplaydns** - вывести на экран содержимое кэш службы разрешения имен DNS  
  
**ipconfig /showclassid "Подключение по локальной сети"** - отобразить все допустимые для этого адаптера идентификаторы классов DHCP.  
  
**ipconfig /setclassid "Local Area Connection" TEST** - установить для адаптера с именем "Local Area Connection" идентификатор класса DHCP "TEST". Если идентификатор класса DHCP не указан, то он будет удален.   
  
Пример отображаемой конфигурации сетевого адаптера:   
  
**Ethernet adapter Подключение по локальной сети:** - имя адаптера   
**DNS-суффикс подключения . . . . . :** - DNS-суффикс из настроек сетевого подключения   
**Описание. . . . . . . . . . . . . : Realtek 8139d Adapter #2** - описание адаптера.   
**Физический адрес. . . . . . . . . : 00-14-02-7B-ED-67** - MAC- адрес данного адаптера.  
**DHCP включен. . . . . . . . . . . : Да** - признак использования DHCP для конфигурирования сетевого адаптера  
**Автонастройка включена. . . . . . : Да** - признак автоматической настройки параметров адаптера с использованием функции автоматического назначения адресов (APIPA) при отсутствии сервера DHCP. Режим определяется значением ключа реестра  
HKEY\_LOCAL\_MACHINE\System\CurrentControlSet\Services\Tcpip\Parameters\Interfaces\GUID адаптера\IPAutoconfigurationEnabled  
Значение 0 (тип DWORD) параметра IPAutoconfigurationEnabled отключает APIPA. Если значение этого параметра равно 1, или параметр отсутствует в реестре, APIPA активируется.   
  
**Автонастройка IPv4-адреса . . . . : 169.254.254.18(Основной)** - автоматически полученный локальный адрес, если используется APIPA  
  
**Локальный IPv6-адрес канала . . . : fe80::7c22:e7f8:3a71:8249%16(Основной)** - локальный IPv6 адрес, если используется адресация IPv6  
  
**IPv4-адрес. . . . . . . . . . . . : 10.10.11.77(Основной)** - используемый для данного адаптера IPv4 - адрес.  
  
**Маска подсети . . . . . . . . . . : 255.255.224.0** - маска подсети.  
  
**Аренда получена. . . . . . . . . . : 2 марта 2012 г. 22:44:48** - дата и время получения сетевой конфигурации от сервера DHCP  
  
**Срок аренды истекает. . . . . . . . . . : 3 марта 2012 г. 2:31:27** - срок истечения аренды сетевых настроек. Определяется сервером DHCP.  
  
**Основной шлюз. . . . . . . . . : 10.10.11.1** - IP - адрес маршрутизатора, используемого в качестве шлюза по умолчанию.  
  
**Код класса DHCPv4. . . . . . . . . . : TEST** - код класса DHCP, если он существует.   
  
**DHCP-сервер. . . . . . . . . . . : 10.10.11.11 -** - IP-адрес DHCP-сервера, от которого получена сетевая конфигурация.   
  
 Следующие 2 параметра (идентификатор участников DHCP - DUID и идентификатор арендованного адреса IAID) присутствуют при автоматическом конфигурировании настроек протокола IPv6. В крупных сетях могут присутствовать несколько серверов DHCPv6. При автоматическом конфигурировании сетевого адаптера, все они получают от клиента специальный запрос **DHCP REQUEST**. Каждый из них проверяет, ему ли был направлен запрос. Сервер не приступает к обработке пакетов с DUID, отличающимся от его собственного. При совпадении DUID, сервер помечает адрес как присвоенный и возвращает ответ **DHCP REPLY**. На этом обработка запроса завершается.   
 IAID - это специальный идентификатор арендуемого IPv6-адреса длиной 4 байта. Клиенту выделяется адрес на время, определенное сервером (срок аренды). Когда предпочитаемый срок действия адреса заканчивается, клиент отправляет серверу пакет **DHCP RENEW** с запросом на продление этого срока. В сообщение включается идентификатор IAID, код которого также хранится в базе данных DHCP сервера. Если сервер готов продлить срок действия адреса, он отправляет ответ **DHCP REPLY** и клиент получает возможность использования арендованного адреса без повторного получения настроек.   
  
**IAID DHCPv6 . . . . . . . . . . . : 234890384** - идентификатор арендованного адреса IAID  
  
**DUID клиента DHCPv6 . . . . . . . : 00-01-00-01-14-E2-78-C0-00-0C-1E-7C-29-E3** - идентификатор участников DHCP  
  
**DNS-серверы. . . . . . . . . . . : 94.25.128.74  
                                                94.25.208.74** - адреса DNS - серверов, используемых для разрешения имен в IP-адреса узлов.  
  
**NetBios через TCP/IP. . . . . . . . : Включен** - режим использования NetBios через протокол TCP/IP.

**Утилита PING.EXE**

    **PING.EXE** - это, наверно, наиболее часто используемая сетевая утилита командной строки. Существует во всех версиях всех операционных систем с поддержкой сети и является простым и удобным средством опроса узла по имени или его IP-адресу.  
  
 Для обмена служебной и диагностической информацией в сети используется специальный протокол управляющих сообщений **ICMP** (Internet Control Message Protocol). Команда **ping** позволяет выполнить отправку управляющего сообщения типа **Echo Request** (тип равен 8 и указывается в заголовке сообщения) адресуемому узлу и интерпретировать полученный от него ответ в удобном для анализа виде. В поле данных отправляемого icmp-пакета обычно содержатся символы английского алфавита. В ответ на такой запрос, опрашиваемый узел дожжен отправить icmp-пакет с теми же данными, которые были приняты, и типом сообщения **Echo Reply** (код типа в заголовке равен 0). Если при обмене icmp-сообщениями возникает какая-либо проблема, то утилита ping выведет информацию для ее диагностики.  
  
Формат командной строки:  
  
**ping [-t] [-a] [-n число] [-l размер] [-f] [-i TTL] [-v TOS] [-r число] [-s число] [[-j списокУзлов] | [-k списокУзлов]] [-w таймаут] конечноеИмя**  
  
Параметры:  
  
**-t** - Непрерывная отправка пакетов. Для завершения и вывода статистики используются комбинации клавиш + (вывод статистики), и + (вывод статистики и завершение).  
**-a** - Определение адресов по именам узлов. **-n число** - Число отправляемых эхо-запросов.  
**-l размер** - Размер поля данных в байтах отправляемого запроса.  
**-f** - Установка флага, запрещающего фрагментацию пакета.  
**-i TTL** - Задание срока жизни пакета (поле "Time To Live").  
**-v TOS** - Задание типа службы (поле "Type Of Service").  
**-r число** - Запись маршрута для указанного числа переходов.  
**-s число** - Штамп времени для указанного числа переходов.  
**-j списокУзлов** - Свободный выбор маршрута по списку узлов.  
**-k списокУзлов** - Жесткий выбор маршрута по списку узлов.  
**-w таймаут** - Максимальное время ожидания каждого ответа в миллисекундах.  
  
 Примеры использования:

**ping tut.by -** выполнить опрос узла с символьным адресом **tut.by**  
**ping 8.8.8.8** - выполнить опрос узла с IP-адресом 8.8.8.8 с параметрами по умолчанию.  
**ping -t yandex.ru** - выполнять ping до нажатия комбинации CTRL-C, При нажатии CTRL-Break - выдается статистика и опрос узла продолжается  
ping -n 1000 -l 500 192.168.1.1 - выполнить ping 1000 раз с использованием сообщений, длиной 500 байт.  
ping -a -n 1 -r 9 -w 1000 yandex.ru - выполнить ping 1 раз (ключ -n 1), определять адрес по имени (ключ -a), выдавать маршрут для первых 9 переходов (-r 9), ожидать ответ 1 секунду (1000мсек)   
  
 Использование ключа **-r** позволяет получить трассировку маршрута, аналогичную получаемой с помощью команды tracert, но число промежуточных узлов не может превышать 9 .

**Утилита TRACERT.EXE**

    Не смотря на появление утилиты **PATHPIG**, классическая утилита трассировки маршрута до заданного узла **TRACERT** по-прежнему остается наиболее часто используемым инструментом сетевой диагностики. Утилита позволяет получить цепочку узлов, через которые проходит IP-пакет, адресованный конечному узлу. В основе трассировки заложен метод анализа ответов при последоательной отправке ICMP-пакетов на указанный адрес с увеличивающимся на 1 полем TTL. ("Время жизни" - Time To Live). На самом деле это поле не имеет отношения к времени, а является счетчиком числа возможных переходов при передаче маршрутизируемого пакета. Каждый маршрутизатор, получив пакет, вычитает из этого поля 1 и проверяет значение счетчика TTL. Если значение стало равным нулю, такой пакет отбрасывается и отправителю посылается ICMP-сообщение о превышении времени жизни ("Time Exceeded" - значение 11 в заголовке ICMP). Если бы не было предусмотрено включение поля TTL в IP пакеты, то при ошибках в маршрутах, могда бы возникнуть ситуация, когда пакет будет вечно циркулировать в сети, пересылаемый маршрутизаторами по кругу.     При выполнении команды tracert.exe сначала выполняется отправка ICMP пакета с полем TTL равным **1** и первый в цепочке маршрутизатор (обычно это основной шлюз из настроек сетевого подключения) вычтя единицу из TTL получает его нулевое значение и сообщает о превышении времени жизни. Эта последовательность повторяется трижды, поэтому в строке результата, формируемой tracert.exe, после номера перехода отображаются три значения времени отклика:  
1     1 ms     <1     <1     192.168.1.1   
1 - номер перехода (1 - первый маршрутизатор)  
1 ms <1 <1 - время его ответа для 3-х попыток (1ms и 2 ответа менее чем 1 ms)  
192.168.1.1 - его адрес (или имя)  
  
    Затем процедура повторяется, но TTL устанавливается равным **2** - первый маршрутизатор его уменьшит до 1 и отправит следующему в цепочке, который после вычитания 1 обнулит TTL и сообщит о превышении времени жизни. И так далее, пока не будет достигнут заданный узел, имя или адрес которого заданы в качестве параметра командной строки, например, **tracert yandex.ru** , или до обнаружения неисправности, не позволяющей доставить пакет узлу yandex.ru.  
  
Пример результатов выполнения **tracert google.com**   
  
**tracert google.com** - трассировка маршрута к узлу google.com  
  
Результат:  
  
  
Трассировка маршрута к google.com [74.125.45.100] с максимальным числом прыжков 30:  
1 1 ms <1 <1 192.168.1.1   
2 498 ms 444 ms 302 ms ppp83-237-220-1.pppoe.mtu-net.ru [83.237.220.1]   
3 \* \* \* .  
4 282 ms \* \* a197-crs-1-be1-53.msk.stream-internet.net [212.188.1.113]   
5 518 ms 344 ms 382 ms ss-crs-1-be5.msk.stream-internet.net [195.34.59.105]   
6 462 ms 440 ms 335 ms m9-cr01-po3.msk.stream-internet.net [195.34.53.85]   
7 323 ms 389 ms 339 ms bor-cr01-po4.spb.stream-internet.net [195.34.53.126]   
8 475 ms 302 ms 420 ms anc-cr01-po3.ff.stream-internet.net [195.34.53.102]   
9 334 ms 408 ms 348 ms 74.125.50.57   
10 451 ms 368 ms 524 ms 209.85.255.178   
11 329 ms 542 ms 451 ms 209.85.250.140   
12 616 ms 480 ms 645 ms 209.85.248.81   
13 656 ms 549 ms 422 ms 216.239.43.192   
14 378 ms 560 ms 534 ms 216.239.43.113   
15 511 ms 566 ms 546 ms 209.85.251.9   
16 543 ms 682 ms 523 ms 72.14.232.213   
17 468 ms 557 ms 486 ms 209.85.253.141   
18 593 ms 589 ms 575 ms yx-in-f100.google.com [74.125.45.100]   
  
Трассировка завершена.  
  
  
    В результатах трассировки могут присутствовать строки, где вместо адреса узла отображается звездочка (узел номер 3 в примере). Это не обязательно является признаком неисправности маршрутизатора, и чаще всего, говорит о том, что настройки данного узла запрещают ICMP-протокол из соображений безопасности или уменьшения нагрузки на канал.

**Утилита PATHPING.EXE**

    Команда **PATHPING** выполняет трассировку маршрута к конечному узлу аналогично команде **TRACERT** , но дополнительно, выполняет отправку ICMP-эхо запросов на промежуточные узлы маршрута для сбора информации о задержках и потерях пакетов на каждом из них.   
  
При запуске **PATHPING** без параметров, отображается краткая справка:  
  
**pathping [-g Список] [-h Число\_прыжков] [-i Адрес] [-n] [-p Пауза] [-q Число\_запросов] [-w Таймаут] [-P] [-R] [-T] [-4] [-6] узел**   
  
Параметры:  
**-g Список** При прохождении по элементам списка узлов игнорировать предыдущий маршрут. Максимальное число адресов в списке равно 9 . Элементы списка помещаются в специальное поле заголовка отправляемых ICMP-пакетов.  
**-h Число\_прыжков** - Максимальное число прыжков при поиске узла. Значение по умолчанию - 30  
**-i Адрес** - Использовать указанный адрес источника в отправляемых ICMP-пакетах.   
**-n** - Не разрешать адреса в имена узлов.  
**-p Пауза** - Пауза между отправками (мсек) пакетов. Значение по умолчанию - 250.  
**-q Число\_запросов** Число запросов для каждого узла. По умолчанию - 100   
**-w Таймаут** - Время ожидания каждого ответа (мсек). Значение по умолчанию - 3000   
**-R** - Тестировать возможность использования RSVP ( Reservation Protocol, протокола настройки резервирования ресурсов), который позволяет динамически выделять ресурсы для различных видов трафика.  
**-T** - Тестировать на возможность использования QoS (Quality of Service - качество обслуживания) - системы обслуживания пакетов разного содержания с учетом их приоритетов доставки получателю.   
**-4** - Принудительно использовать IPv4.  
**-6** - Принудительно использовать IPv6.   
  
Практически, **PATHPING**, запущенная на выполнение с параметрами по умолчанию, выполняет те же действия, что и команда **TRACERT** плюс команды **PING** для каждого промежуточного узла с указанием числа эхо-запросов, равным 100 (ping -n 100 . . . )  
  
Пример результатов выполнения команды **pathping yandex.ru** :  
  
Трассировка маршрута к yandex.ru [77.88.21.11] с максимальным числом прыжков 30:  
1 192.168.1.1   
2 180.84.250.11  
3 180.84.250.53   
4 80.184.112.25   
5 msk-ix-m9.yandex.net [193.232.244.93]   
6 l3-s900-dante.yandex.net [213.180.213.70]   
7 s600-s900.yandex.net [213.180.213.54]   
8 yandex.ru [77.88.21.11]   
  
Подсчет статистики за: 200 сек. . . .  
                                    Исходный узел             Маршрутный узел  
Прыжок       RTT          Утер./Отпр. %          Утер./Отпр. %                Адрес  
  
1                   1мс              0/ 100 = 0%              0/ 100 = 0%          192.168.1.1  
                                                                           0/ 100 = 0%           |   
2                   5мс              0/ 100 = 0%              0/ 100 = 0%          180.84.250.11   
                                                                           0/ 100 = 0%           |   
3                   11мс            0/ 100 = 0%              3/ 100 = 3%          180.84.250.53   
                                                                           8/ 100 = 8%           |   
4                   4мс              0/ 100 = 0%              0/ 100 = 0%          80.184.112.25   
                                                                           0/ 100 = 0%           |   
5                   8мс              0/ 100 = 0%              0/ 100 = 0%          msk-ix-m9.yandex.net [193.232.244.93]   
                                                                           0/ 100 = 0%           |   
6                   12мс            0/ 100 = 0%              0/ 100 = 0%          l3-s900-dante.yandex.net [213.180.213.70]   
                                                                           0/ 100 = 0%           |   
7                   5мс              0/ 100 = 0%              0/ 100 = 0%          s600-s900.yandex.net [213.180.213.54]   
                                                                           0/ 100 = 0%           |   
8                   2мс              0/ 100 = 0%              0/ 100 = 0%          yandex.ru [77.88.21.11]   
  
В приведенном примере красным цветом выделен проблемный участок маршрута к конечному узлу с потерей 8% пакетов.   
При интерпретации результатов выполнения **pathping** нужно учитывать тот факт, что некоторые маршрутизаторы могут быть настроены на блокировку icmp-трафика, что не позволяет правильно отработать трассировку, и получить по ним статистические данные.

**Утилита ARP.EXE**

    Утилита командной строки ARP.EXE присутствует во всех версиях Windows и имеет один и тот же синтаксис.  
Команда **ARP** позволяет просматривать и изменять записи в кэш ARP (Address Resolution Protocol - протокол разрешения адресов), который представляет собой таблицу соответствия IP-адресов аппаратным адресам сетевых устройств. Аппаратный адрес - это уникальный, присвоенный при изготовлении, 6-байтный адрес сетевого устройства, например сетевой карты. Этот адрес также часто называют MAC-адресом (Media Access Control - управление доступом к среде) или Ethernet-адресом. В сетях Ethernet передаваемые и принимаемые данные всегда содержат MAC-адрес источника (Source MAC) и MAC-адрес приемника (Destination MAC). Два старших бита MAC-адреса используются для идентификации типа адреса:  
  
- первый бит - одиночный (0) или групповой (1) адрес.  
- второй бит - признак универсального (0) или локально администрируемого (1) адреса.   
  
Следующие 22 бита адреса содержат специальный код производителя **MFG** или **OUI** - универсальный код организации.   
  
Другими словами, любое сетевое устройство имеет аппаратный адрес, состоящий из 2- х частей. Старшую часть MAC - адреса, централизованно выделяемую по лицензии каждому производителю сетевого оборудования. Например, 00:E0:4C - для сетевых устройств REALTEK SEMICONDUCTOR CORP. Крупным производителям сетевого оборудования обычно принадлежит несколько диапазонов OUI . И младшую часть MAC-адреса, которая формируется при производстве оборудования, и уникальна для каждого экземпляра устройства.   
  
Отображение IP-адресов (формируемых программным путем), в аппаратные адреса, выполняется с помощью следующих действий:  
  
- в сеть отправляется широковещательный запрос (ARP-request), принимаемый всеми сетевыми устройствами. Он содержит IP и Ethernet адреса отправителя, а также, целевой IP-адрес, для которого выполняется определение MAC-адреса.  
- каждое устройство, принявшее запрос проверяет соответствие целевого IP-адреса, указанного в запросе, своему собственному IP-адресу. При совпадении, отправителю передается ARP-ответ (ARP-Reply), в котором содержатся IP и MAC адреса ответившего узла. Кадр с ARP-ответом содержит IP и MAC адреса как отправителя, так и получателя-составителя запроса.  
- информация, полученная в ARP-ответе, заносится в ARP-кэш и может использоваться для обмена данными по IP-протоколу для данного узла. ARP-кэш представляет собой таблицу в оперативной памяти, каждая запись в которой содержит IP, MAC и возраст их разрешения. Возраст записи учитывается для того, чтобы обеспечить возможность повторного выполнения процедуры ARP при каком либо изменении соответствия адресов.  
  
Синтаксис ARP.EXE:  
  
**arp[-a [InetAddr] [-NIfaceAddr]] [-g [InetAddr] [-NIfaceAddr]] [-dInetAddr [IfaceAddr]] [-sInetAddr EtherAddr [IfaceAddr]]**-a[ InetAddr] [ -NIfaceAddr] - ключ **-a** - отображает текущую таблицу ARP для всех интерфейсов. Для отображения записи конкретного IP-адреса используется ключ **-a** с параметром InetAdd , в качестве которого указывается IP-адрес. Если узел, отправляющий ARP-запрос имеет несколько сетевых интерфейсов, то для отображения таблицы ARP нужного интерфейса, можно использовать ключ -N с параметром IfaceAddr, в качестве которого используется IP-адрес интерфейса.  
-g[ InetAddr] [ -NIfaceAddr] ключ -g идентичен ключу -a.   
-d InetAddr[ IfaceAddr] - используется для удаления записей из ARP-кэш. Возможно удаление по выбранному IP или полная очистка ARP кэш. Для удаления всех записей, вместо адреса используется символ **\*** Если имеется несколько сетевых интерфейсов, то очистку можно выполнить для одного из них, указав в поле IfaceAddr его IP .  
  
-s InetAddr EtherAddr [ IfaceAddr] - используется для добавления статических записей в таблицу ARP. Статические записи хранятся в ARP-кэш постоянно. Обычно, добавление статических записей используется для сетевых устройств, не поддерживающих протокол ARP или не имеющих возможности ответить на ARP- запрос.  
  
/? - получение справки по использованию arp.exe. Аналогично - запуск arp.exe без параметров.   
  
Примеры использования ARP:   
  
**arp -a** - отобразить все записи таблицы ARP.  
  
**arp -a 192.168.0.9)**- отобразить запись, соответствующую IP-адресу 192.168.0.9  
  
**arp -a 192.168.1.158 -N 192.168.1.1** - отобразить таблицу ARP для адреса 192.168.1.158(**(здесь задается IP адрес из** ARP - таблицы) на сетевом интерфейсе 192.168.1.1(здесь IP - адрес своего компьютера)   
  
**arp -a -N 10.164.250.148** - отобразить все записи таблицы ARP на сетевом интерфейсе 10.164.250.148 .  
  
**arp -s 192.168.0.1 00-22-15-15-88-15** - добавить в таблицу ARP статическую запись, задающую соответствие IP - адреса 192.168.0.1 и MAC-адреса 00-22-15-15-88-15   
  
**arp -s 192.168.0.1 00-22-15-15-88-15 192.168.0.56** - то же самое, что и в предыдущем случае, но с указанием сетевого интерфейса, для которого выполняется добавление статической записи.   
  
**arp -d 192.168.1.1 192.168.1.56** удаление записи из таблицы ARP для IP-адреса 192.168.1.1 на сетевом интерфейсе 192.168.1.56  
  
**arp -d \*** - полная очистка таблицы ARP. Аналогично - **arp -d** без параметров. Если имеется несколько сетевых интерфейсов, то очистка может быть выполнена только для одного из них - **arp -d \* 192.168.0.56.**   
  
    Некоторые замечания по практическому использованию команды ARP:  
  
- разрешение адресов по протоколу ARP выполняется только при операциях **передачи** данных по протоколу IP .   
- время жизни записей в таблице ARP ограничено, поэтому, перед просмотром ее содержимого для конкретного адреса нужно выполнить ping на этот адрес.  
- если ответ на ping не приходит, а запись для данного IP-адреса присутствует в таблице ARP, то этот факт можно интерпретировать как блокировку ICMP-пакетов брандмауэром пингуемого узла.   
- невозможность подключения к удаленному узлу по протоколам TCP или UDP при наличии записей в таблице ARP для целевого IP, может служить признаком отсутствия служб обрабатывающих входящие подключения, или их блокировки брандмауэром (закрытые порты).  
- ARP протокол работает в пределах локального сегмента сети. Поэтому, если выполнить ping на внешний узел ( например ping yandex.ru ), то в таблице ARP будет присутствовать запись для IP - адреса маршрутизатора, через который выполняется отправка пакета во внешнюю сеть.  
  
При использовании команды ARP для отображения таблицы, не помещающейся на экране, удобно пользоваться командой постраничного вывода **more** или перенаправлением стандартного вывода в файл:  
arp -a | more  
arp -a > C:\myarp.txt

**Утилита ROUTE.EXE**

    Утилита **ROUTE.EXE** используется для просмотра и модификации таблицы маршрутов на локальном компьютере. При запуске без параметров, на экран выводится подсказка по использованию **route**:  
  
**route [-f] [-p] [команда [конечная\_точка] [mask маска\_сети] [шлюз] [metric метрика]] [if интерфейс]]**   
  
**-f** - используется для сброса таблицы маршрутизации. При выполнении команды **route -f** из таблицы удаляются все маршруты, которые не относятся к петлевому интерфейсу (IP 127.0.0.1 маска -255.0.0.0), не являются маршрутами для многоадресной (multicast) рассылки (IP 224.0.0.1 маска 255.0.0.0) и не являются узловыми маршрутами (маска равна 255.255.255.255) .   
  
**-p** - используется для добавления в таблицу постоянного маршрута. Если маршрут добавлен без использования параметра **-p** то он сохраняется только до перезагрузки системы (до перезапуска сетевого системного программного обеспечения). Если же, при добавлении маршрута искользовался данный параметр, то информация о маршруте записывается в реестр Windows (раздел HKLM\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters\PersistentRoutes ) и будет использоваться постоянно при активации сетевых интерфейсов.  
  
**команда** - козможно использование команд **add** - добавление маршрута, **change** - изменение существующего маршрута, **delete** - удаление маршрута или маршрутов, **print** - отображение текущей таблицы маршрутов  
  
**конечная\_точка** - IP-адрес, адрес сети или адрес 0.0.0.0 для шлюза по умолчанию.   
  
**mask маска\_сети** - маска сети.   
  
**шлюз** - IP-адрес шлюза, через который будет выполняться отправка пакета для достижения конечной точки.   
  
**metric число** - значение метрики (1-9999). Метрика представляет собой числовое значение, позволяющее оптимизировать доставку пакета получателю, если конечная точка маршрута может быть достижима по нескольким разным маршрутам. Чем меньше значение метрики, тем выше приоритет маршрута.   
  
**if интерфейс** - идентификатор сетевого интерфейса. Может задаваться в виде десятичного или шестнадцатеричного числа. Посмотреть идентификаторы можно с помщью команды **route print**   
  
Примеры :   
  
**route print** - отобразить текущую таблицу маршрутов  
  
**route print 192.\*** - отобразить таблицу маршрутов только для адресов, начинающихся с 192.   
  
**route add 0.0.0.0 mask 0.0.0.0 192.168.1.1** - установить в качестве шлюза по умолчанию (основного шлюза) адрес 192.168.1.1  
  
**route -p add 10.0.0.0 mask 255.0.0.0 10.0.0.1** - добавить маршрут для подсети 10.0.0.0/255.0.0.0 и запомнить его в реестре . Постоянный статический маршрут.  
  
**route delete 10.0.0.0 mask 255.0.0.0** - удалить маршрут для подсети 10.0.0.0/255.0.0.0 .  
  
**route add 10.10.10.10 192.168.1.158** - добавить маршрут для узла с IP-адресом 10.10.10.10 . Если маска в команде не задана, то подразумевается ее значение равное 255.255.255.255 , т.е конечная точка назначения является одиночным IP-адресом узла.  
  
**route delete 10.10.10.10** - удалить маршрут созданный предыдущей командой   
  
**route change 10.0.0.0 mask 255.0.0.0 10.10.10.1** - изменить адрес перехода для существующего маршрута к сети 10.0.0.0/255.0.0.0 на значение 10.10.10.1  
  
**route -f** - очистить таблицу маршрутов. После перезагрузки системы, или при перезапуске сетевых подключений таблица маршрутов будет восстановлена исходя из текущей сетевой конфигурации компьютера.

**Утилита NET.EXE**

    Утилита NET.EXE существует во всех версиях Windows. Позволяет подключать и отключать сетевые диски, запускать и останавливать системные службы, добавлять и удалять пользователей, управлять совместно используемыми ресурсами, устанавливать системное время, отображать статистические и справочные данные об использовании ресурсов и многое другое.   
  
Выполнение команды **net** без параметров вызывает краткую справку со списком возможных уровней использования, запуск с параметром **help** позволяет получить более подробную информацию об использовании net.exe:  
  
**Синтаксис данной команды:  
  
NET HELP   
имя\_команды  
-или-  
NET имя\_команды /HELP  
Можно использовать следующие имена команд:  
  
NET ACCOUNTS NET HELP NET SHARE   
NET COMPUTER NET HELPMSG NET START   
NET CONFIG NET LOCALGROUP NET STATISTICS   
NET CONFIG SERVER NET NAME NET STOP   
NET CONFIG WORKSTATION NET PAUSE NET TIME   
NET CONTINUE NET PRINT NET USE   
NET FILE NET SEND NET USER   
NET GROUP NET SESSION NET VIEW   
  
NET HELP SERVICES - эта команда выводит список служб, которые можно запустить.   
NET HELP SYNTAX - эта команда выводит объяснения синтаксических правил, используемых при описании команд в Справке.   
NET HELP имя\_команды | MORE - просмотр справки по одному экрану за раз.**При описании команды **NET** используются следующие синтаксические соглашения:  
  
- Заглавными буквами набраны слова, которые должны быть введены без изменений, строчными буквами набраны имена и параметры, которые могут изменяться, например, имена файлов.  
  
- Необязательные параметры заключены в квадратные скобки - [ ].  
  
- Списки допустимых параметров заключены в фигурные скобки - { }. Необходимо использовать один из элементов такого списка.   
  
- Символ | (вертикальная черта) используется в качестве разделителя элементов списка. - При вводе в командной строке можно использовать русские названия служб, при этом они должны быть заключены в кавычки и не допускается изменение прописных букв на строчные и наоборот. Например, команда   
NET START "Обозреватель сети"  
запускает службу обозревателя сети.   
  
 Подробную справку по использованию нужной команды, например **use** , можно получить несколькими способами:  
  
**net use ?** - справка о синтаксисе команды   
**net use /help** - подробная справка по использованию команды с описанием используемых ключей.   
**net help use** - аналогично предыдущей форме вызова справки.   
**net help use | more** - отобразить справку в постраничном режиме выдачи на экран. Удобно пользоваться в тех случаях, когда тест не помещается на экране. Нажатие **Enter** перемещает текст на одну строку, нажатие пробела - на один экран.  
**net help use > C:\helpuse.txt** - создать текстовый файл справки C:\helpuse.txt

 Работа с сетевыми дисками

**net use** - отобразить список сетевых дисков, подключенных на данном компьютере.   
  
**Состояние     Локальный     Удаленный                 Сеть  
-------------------------------------------------------------------------------  
Отсоединен   X:                     \\SERVER\movies         Microsoft Windows Network  
OK                 Y:                      \\SERVER\shares           Microsoft Windows Network**В колонке "Локальный" отображается буква сетевого диска, а в колонке "Удаленный" - имя удаленного сетевого ресурса в формате **UNC**   
UNC - это Общее соглашение об именах (Uniform Naming Convention) или универсальное соглашение об именовании (universal naming convention), соглашение об именовании файлов и других ресурсов, дающее определение местоположения ресурса .  
Имя, соответствующее UNC - полное имя ресурса в сети, включающее имя сервера и имя совместно используемого (разделяемого, сетевого ) ресурса (принтера, каталога или файла). Синтаксис UNC-пути к каталогу или файлу следующий:   
**\\Сервер\СетевойКаталог[\ОтносительныйПуть]  
Сервер** - сетевое имя компьютера, **СетевойКаталог** - это сетевое имя общего каталога на этом компьютере, а необязательный **ОтносительныйПуть** - путь к каталогу или файлу из общего каталога.  
СетевойКаталог не обязательно называется так же, как ассоциированный с ним каталог на сервере, имя даётся в ходе открытия общего доступа к каталогу в файловой системе компьютера

 Работа с файлами и каталогами

**NET SHARE** - эта команда позволяет выделить ресурсы системы для сетевого доступа . При запуске без других параметров, выводит информацию обо всех ресурсах данного компьютера, которые могут быть совместно использованы . Для каждого ресурса выводится имя устройства или путь и соответствующий комментарий.  
  
**net share** - получить список разделяемых в локальной сети ресурсов данного компьютера. Пример списка:  
  
Общее имя                     Ресурс                     Заметки  
  
------------------------------------------------------------------------------  
G$                             G:\                 Стандартный общий ресурс   
E$                              E:\                 Стандартный общий ресурс   
IPC$                                               Удаленный IPC   
ADMIN$               C:\WINDOWS               Удаленный Admin   
INSTALL               C:\INSTALL                   Дистрибутивы и обновления  
  
  
**net share INSTALL** - получить информацию о разделяемом ресурсе с именем INSTALL .   
  
Имя общего ресурса     INSTALL  
Путь                               C:\INSTALL  
Заметки                       Дистрибутивы и обновления   
Макс. число пользователей     Не ограничен  
Пользователи                         Administrator   
Кэширование                         Вручную   
  
Для добавления нового разделяемого по сети ресурса используется параметр **/ADD**   
  
**net share TEMP="C:\Documents And Settings\LocalSettings\games"** - добавить новый разделяемый каталог под именем **TEMP**   
  
**net share TEMP="C:\Documents And Settings\LocalSettings\games" /users:5** - добавить новый разделяемый каталог под именем **TEMP** с максимальным числом обновременно подключающихся пользователей равным 5 .  
Для удаления существующего разделяемого ресурса используется параметр /DELETE:   
  
**net share TEMP /DELETE** - удалить разделяемый ресурс под именем TEMP  
  
Удаление выполняется только для имени разделяемого ресурса и не затрагивает каталог локального диска, связанный с данным именем.   
  
Для работы с файлами, открытыми по сети на данном компьютере, используется команда **NET FILE** . По каждому открытому ресурсу выводится идентификационный номер, путь файла, имя пользователя, которым используется файл, и количество блокировок при совместном использовании. Кроме того, команда **NET FILE** позволяет закрыть совместно используемый файл и снять блокировки .   
  
**net file** - получить список открытых по сети файлов (если есть).  
  
**net file 4050 /close** - принудительно закрыть файл, идентификатор которого равен 4050  
  
Для получения списка компьютеров рабочей группы или домена с разделяемыми ресурсами используется команда   
  
**net view** - отобразить список компьютеров в сетевом окружении.  
  
**net view | more** - отобразить список компьютеров в постраничном режиме вывода на экран.  
  
**net view > C:\computers.txt** - отобразить список компьютеров c записью результатов в текстовый файл.  
  
Синтаксис данной команды:  
  
**NET VIEW [\\имя\_компьютера [/CACHE] | /DOMAIN[:имя\_домена]]  
NET VIEW /NETWORK:NW [\\имя\_компьютера]**  
  
**net view \\server** - отобразить список сетевых ресурсов компьютера server   
  
**net view /DOMAIN:mydomain** - отобразить список компьютеров с разделяемыми ресурсами в домене **mydomain** Если имя домена не указано, то выводится список всех доступных компьютеров локальной сети.   
  
**net view /NETWORK:NW** - отобразить список серверов Novell Netware, доступных в данной локальной сети.  
  
**net view /NETWORK:NW \\NWServer** - отобразить списков сетевых ресурсов сервера Netware с именем NWServer .

**Утилита NETSH.EXE**

    Утилита сетевой оболочки NETSH (NETwork SHell) - наиболее полное и функциональное стандартное средство управления сетью с использованием командной строки в среде Windows XP и старше. Набор внутренних команд сетевой оболочки пополняется с появлением новых версий операционной системы, что необходимо учитывать при работе в локальной сети с различными ОС. Так, например, команда уровня wlan ( netsh wlan - управление беспроводной сетью) может использоваться на компьютерах под управлением Windows Vista и старше и отсутствует в Widows XP. Синтаксис используемых команд и параметров также может различаться в разных операционных системах семейства Windows.  
  
При запуске NETSH.EXE без параметров на экран выводится приглашение к вводу внутренних команд оболочки. Набор команд представляет собой многоуровневую структуру, позволяющую выполнять необходимые действия в выбранном контексте. При вводе знака вопроса **?** можно получить краткую справку по доступному перечню команд на данном уровне. Ввод команды данного уровня со знаком вопроса вызовет отображение справки по ее использованию. Аналогичную справку можно получить, введя определенную команду и, после перехода на уровень ее выполнения, ввести знак вопроса. При необходимости, можно выполнить нужное действие без использования интерактивного режима, указав в качестве параметров командной строки последовательный набор внутренних команд NETSH и необходимых параметров. Например:   
  
**netsh advfirewall show global** последовательно выполняется команда первого уровня **advfirewall**, в ее контексте, команда следующего уровня **show** с параметром **global**  
  
Команды NETSH можно выполнить и на удаленном компьютере с использованием подключения по локальной сети. Netsh также предоставляет возможность выполнения сценариев, представляющих собой группу команд в текстовом файле, выполняемых в режиме очередности на определенном компьютере. В целом, возможности NETSH настолько обширны, что трудно найти сетевую задачу, которую невозможно было бы решить с использованием данной утилиты.  
  
Синтаксис:  
  
**NETSH.EXE [-a AliasFile] [-c Context] [-r RemoteMachine] [-u [DomainName\]UserName] [-p Password | \*] [Command | -f ScriptFile]**   
  
**-a AliasFile** - не завершать работу а перейти к приглашению ввода команд после выполнения AliasFile. AliasFile - имя текстового файла, в котором содержатся одна или несколько команд netsh .   
  
**-c Context** - изменить контекст (уровень) команд netsh.   
  
**-r RemoteMachine** - выполнять команды netsh на удаленном компьютере. В качестве RemoteMachine может использоваться имя или IP-адрес.  
  
**[-u DomainName\]UserName** - имя пользователя для подключения к удаленному компьютеру. Если не задано, то используется текущее имя пользователя.  
  
**-p Password** пароль для подключения к удаленному компьютеру.   
  
**Command** - команда оболочки netsh , которую необходимо выполнить.   
  
**-f ScriptFile** - аналогично ключу -a, но после выполнения команд файла сценария Scriptfile, работа netsh завершается.   
  
Пример полученной справки об использовании по команде **netsh ?** или вводе знака вопроса на приглашение при запуске **netsh** без параметров в среде ОС Windows 7:  
  
**Применимы следующие команды:   
  
Команды в этом контексте:   
? - Отображение списка команд.   
add - Добавление элемента конфигурации в список элементов.   
advfirewall - Изменения в контексте 'netsh advfirewall'.   
branchcache - Изменения в контексте 'netsh branchcache'.   
bridge - Изменения в контексте 'netsh bridge'.   
delete - Удаление элемента конфигурации из списка элементов.   
dhcpclient - Изменения в контексте 'netsh dhcpclient'.   
dnsclient - Изменения в контексте 'netsh dnsclient'.   
dump - Отображение сценария конфигурации.   
exec - Запуск файла сценария.   
firewall - Изменения в контексте 'netsh firewall'.   
help - Отображение списка команд.   
http - Изменения в контексте 'netsh http'.   
interface - Изменения в контексте 'netsh interface'.   
ipsec - Изменения в контексте 'netsh ipsec'.   
lan - Изменения в контексте 'netsh lan'.   
mbn - Изменения в контексте 'netsh mbn'.   
namespace - Изменения в контексте 'netsh namespace'.   
nap - Изменения в контексте 'netsh nap'.   
netio - Изменения в контексте 'netsh netio'.   
p2p - Изменения в контексте 'netsh p2p'.   
ras - Изменения в контексте 'netsh ras'.   
rpc - Изменения в контексте 'netsh rpc'.   
set - Обновление параметров конфигурации.   
show - Отображение информации.   
trace - Изменения в контексте 'netsh trace'.   
wcn - Изменения в контексте 'netsh wcn'.   
wfp - Изменения в контексте 'netsh wfp'.   
winhttp - Изменения в контексте 'netsh winhttp'.   
winsock - Изменения в контексте 'netsh winsock'.   
wlan - Изменения в контексте 'netsh wlan'.   
  
Доступны следующие дочерние контексты:   
advfirewall branchcache bridge dhcpclient dnsclient firewall http interface ipsec lan mbn namespace nap netio p2p ras rpc trace wcn wfp winhttp winsock wlan  
  
Чтобы получить справку по команде, введите эту команду, затем пробел и "?"**

Рассмотрите контексты команд и сохраните ключевые мо­менты настройки сценария конфигурации сети в отчет, выпол­нив следующие команды:

**netsh interface**

**netsh dump | more**

Изучите следующие параметры интерфейсов:

**netsh interface show interface /?**

**netsh interface show interface**

**netsh interface show interface *внутренний***

**netsh interface show interface *подключение***

Изучите следующие параметры IP-настроек:

**netsh interface ip show address** - отображение конфигурации IР-адресов;

**netsh interface ip show config** - отображение IP-адреса и дополнительных сведений;

**netsh interface ip show dns** - отображение адресов DNS-cepвера;

**netsh interface ip show interface** - отображение статистики IP-интерфейса;

**netsh interface ip show ipaddress** - отображение IP-адресов текущих;

**netsh interface ip show ipnet** - отображение сопоставления сетей IP и физических носителей;

**netsh interface ip show ipstats** - отображение статистики IP;

**netsh interface ip show joins** - отображение присоединенных многоадресных групп;

**netsh interface ip show offload** - отображение информации разгрузки;

**netsh interface ip show tcpconn** - отображение TCP-подклю­чений;

**netsh interface ip show tcpstats** - отображение статистики TCP;

**netsh interface ip show udpconn** - отображение UDP-под-ключений;

**netsh interface ip show udpstats** - отображение статистики UDP;

**netsh interface ip show wins** - отображение адресов WTNS-cepвера.

**Диагностика сети (для Windows XP)**

Проанализируйте информацию об оборудовании, программ­ном обеспечении и сетевых подключениях. Изучите следующие команды:

**netsh diag ping adapter** - проверка связи со всеми адаптерами;

**netsh diag ping dhcp** - проверка связи с DHCP-серверами для каждого адаптера;

**netsh diag ping dns** - проверка связи с DNS-сервером для каждого адаптера;

**netsh diag ping gateway** - проверка связи со шлюзами по умолчанию для каждого адаптера;

**netsh diag ping ieproxy** - проверка связи с прокси для Internet Explorer;

**netsh diag ping ip** - проверка связи со всеми IP-адресами для каждого адаптера;

**netsh diag ping iphost** - проверка связи с узлом по указан­ному IP-адресу или имени;

netsh **diag** ping loopback - проверка связи при замыкании на себя (127.0.0.1);

**netsh diag ping mail** - проверка связи с почтовым сервером для Outlook Express;

**netsh diag ping news** - проверка связи с сервером службы новостей;

**netsh diag ping wins** - проверка связи с основным и вспомо­гательным WINS-серверами для каждого адаптера.

**Диагностика служб и настроек (для Windows XP)**

Проанализируйте сведения о службе новостей, почтовой службе, компьютере, ОС, сетевом адаптере, модеме и клиенте сети. Изучите следующие команды:

**netsh diag show adapter** - отображение сведений обо всех адаптерах;

**netsh diag show all** - отображение сведений обо всех катего­риях;

**netsh diag show client** - отображение сведений обо всех кли­ентах сети;

**netsh diag show computer** - отображение сведений о компью­тере;

**netsh diag show computer /p | more** - режим подробного протоколирования, отображаются все поля;

**netsh diag show computer** /v | **more** - режим указания свойств, отображаются только поля со значениями;

**netsh diag show dhcp** - отображение сведений о DHCP-cep-верах для каждого адаптера;

**netsh diag show dns** - отображение сведений о DNS-cep-верах для каждого адаптера;

**netsh diag show gateway** - отображение сведений о шлюзах по умолчанию для каждого адаптера;

**netsh diag show ieproxy** - отображение имени сервера Internet Explorer и номера порта;

**netsh diag show ip** - отображение сведений о IP-адресах для каждого адаптера;

**netsh diag show mail** - отображение имени почтового серве­ра и номера порта;

**netsh diag show modem** - отображение сведений обо всех модемах;

netsh diag show modem /? - вызов справки;

**netsh diag show modem 1** /v | **more** - режим подробного про­токолирования, отображаются все поля;

**netsh diag show news** - отображение имени сервера службы новостей и номера порта;

**netsh diag show os** - отображение сведений об ОС;

**netsh diag show test** - отображение всех категорий и выпол­нение всех тестов;

**netsh diag show version** - отображение сведений о версии Windows и WMI;

**netsh diag show wins** - отображение сведений об основном и вспомогательном WINS-серверах для каждого адаптера.

**Утилита NETSTAT.EXE**

    Утилита netstat.exe присутствует во всех версиях Windows, однако, существуют некоторые отличия используемых параметров командной строки и результатов ее выполнения, в зависимости от операционной системы. Используется для отображения TCP и UDP -соединений, слушаемых портов, таблицы маршрутизации, статистических данных для различных протоколов.   
  
Синтаксис:  
  
**netstat[-a] [-e] [-n] [-o] [-pProtocol] [-r] [-s] [Interval]**  
  
**-a** - отображение всех активных соединений по протоколам TCP и UDP, а также, списка портов, которые ожидают входящие соединения (слушаемых портов).   
  
**-b** - отображение всех активных соединений по протоколам TCP и UDP, а также, списка портов, которые ожидают входящие соединения (слушаемых портов) с информацией об именах исполняемых файлов. Данный параметр применим для операционных систем Widows XP и старше.  
  
**-e** - отображение статистики Ethernet в виде счетчиков принятых и отправленных байт и пакетов.   
  
**-n** - отображение номеров портов в виде десятичных чисел.  
  
**-o** - отображение соединений, включая идентификатор процесса (PID) для каждого соединения.   
  
**-p Protocol** - отображение соединений для заданного протокола. Протокол может принимать значения **tcp, udp, tcpv6, udpv6** . При использовании совместно с параметром **-s** в качестве протокола можно задавать **tcp, udp, icmp, ip, tcpv6, udpv6, icmpv6, ipv6.**  
  
**-s** - отображение статистических данных по протоколам TCP, UDP, ICMP, IP , TCP over IPv6, UDP over IPv6, ICMPv6, и IPv6 . Если задан параметр **-p** , то статистика будет отбражатися только для выбранных протоколов.  
  
**-r** - отображение таблицы маршрутов. Эквивалент команды **route print**   
  
**Interval** - интервал обновления отображаемой информации в секундах.   
  
**-v** - отображать подробную информацию.   
  
**/?** - отобразить справку по использованию netstat   
  
При использовании утилиты **netstat.exe** удобно пользоваться командами постраничного вывода (more), перенаправления стандартного вывода в файл ( > ) и поиска текста в результатах (find).   
  
**netstat -a | more** - отобразить все соединения в постраничном режиме вывода на экран.  
  
**netstat -a > C:\netstatall.txt** - отобразить все соединения с записью результатов в файл C:\netstatall.txt.  
  
**netstat -a | find /I "LISTENING"** - отобразить все соединения со статусом LISTENING. Ключ **/I** в команде **find** указывает, что при поиске текста не нужно учитывать регистр символов.   
  
**netstat -a | find /I "listening" > C:\listening.txt** - отобразить все соединения со статусом LISTENING с записью результатов в файл C:\listening.txt.  
  
Пример отображаемой информации:  
  
**Активные подключения  
Имя    Локальный адрес    Внешний адрес    Состояние  
  
TCP     0.0.0.0:80                         0.0.0.0:0         LISTENING   
[ httpd.exe]  
TCP     0.0.0.0:445                         0.0.0.0:0         LISTENING  
Не удается получить сведения о владельце  
TCP     0.0.0.0:5800                       0.0.0.0:0         LISTENING  
[WinVNC.exe]  
TCP     127.0.0.1:50197             127.0.0.1:50198       ESTABLISHED  
[firefox.exe]  
UDP     192.168.0.107:1900                     \*:\*   
SSDPSRV [svchost.exe]  
. . .   
  
Имя** - название протокола.   
  
**Локальный адрес** - локальный IP-адрес участвующий в соединении или связанный со службой, ожидающей входящие соединения (слушающей порт). Если в качестве адреса отображается 0.0.0.0 , то это означает - "любой адрес", т.е в соединении могут использоваться все IP-адреса существующие на данном компьютере. Адрес 127.0.0.1 - это петлевой интерфейс, используемый в качестве средства IP протокола для взаимодействия между процессами без реальной передачи данных.  
  
**Внешний адрес** Внешний IP-адрес, участвующий в создании соединения.   
  
**Состояние** - состояние соединения. Состояние **Listening** говорит о том, что строка состояния отображает информацию о сетевой службе, которая ожидает входящие соединения по соответствующему протоколу на адрес и порт, отображаемые в колонке "Локальный адрес ". Состояние **ESTABLISHED** указывает на активное соединение. В колонке "Состояние" для соединений по протоколу TCP может отображаться текущий этап TCP-сессии определяемый по обработке значений флагов в заголовке TCP - пакета (Syn, Ask, Fin ... ). Возможные состояния:  
  
CLOSE\_WAIT - ожидание закрытия соединения.  
CLOSED - соединение закрыто.  
ESTABLISHED - соединение установлено.  
LISTENING - ожидается соединение (слушается порт)  
TIME\_WAIT - превышение времени ответа.  
  
Имя программного модуля, связанного с данным соединением отображается, если задан параметр **-b** в командной строке при запуске netstat.exe.   
  
Примеры использования :

**netstat -a п**олучить список слушаемых портов и связанных с ними программ:  
  
 получить статистические данные:  
  
**netstat -e** - получить статистические данные для Ethernet. Отображается суммарные значения принятых и полученных байт для всех сетевых адаптеров.  
  
  
**netstat -e -s** - дополнительно к статистике Ethernet, отображается статистика для протоколов IP , ICMP , TCP , UDP

# Команда NSLOOKUP - работа с сервером DNS из командной строки

  Утилита **NSLOOKUP** присутствует в операционных системах Windows, начиная с Windows NT , и предназначена для формирования запросов к серверам DNS из командной строки. Фактически, утилита является аналогом службы DNS-клиент и позволяет диагностировать проблемы с разрешением имен в системе DNS. По умолчанию, все запросы отправляются на DNS-сервер, адрес которого задан настройками сетевого подключения. В терминах утилиты такой сервер является сервером по умолчанию (default server). Команда **ipconfig /all** позволяет получить информацию о настройках протокола IP и, в том числе, о серверах DNS, используемых в системе.   
  
При запуске **nslookup** без параметров, утилита переходит в интерактивный режим, ожидая ввод команд пользователя. Ввод знака вопроса или **help** позволяет отобразить справку о внутренних командах и опциях **nslookup**:

Команды:

(идентификаторы отображаются в верхнем регистре, квадратные скобки "[]" обозначают

необязательные параметры)

**NAME** - печать сведений об узле или домене NAME с помощью сервера по у

молчанию

**NAME1 NAME2** - та же операция, но в качестве сервера используется NAME2

**help или ?**  - печать сведений о стандартных командах

**set OPTION** - установить параметр

**all** - печать параметров, текущего сервера и узла

**[no]debug** - печать отладочных сведений

**[no]d2** - печать полных отладочных сведений

**[no]defname** - добавить имя домена ко всем запросам

**[no]recurse** - запрос рекурсивного ответа на запрос

**[no]search** - использовать список поиска доменов

**[no]vc** - всегда использовать виртуальную схему

**domain=NAME** - установить имя домена по умолчанию NAME

**srchlist=N1[/N2/.../N6]**  - установить домен N1 и список поиска N1,N2 и т.д.

**root=NAME** - установить корневой сервер NAME

**retry=X**  - установить число повторов X

**timeout=X**  - установить интервал времени ожидания в X секунд

**type=X** - установить тип запроса (пр. A,AAAA,A+AAAA,ANY,CNAME,MX

,NS,PTR,SOA,SRV)

**querytype=X** - то же, что и type

**class=X** - установить класс запроса ( IN (Internet), ANY)

**[no]msxfr** - использовать быструю зону MS для передачи

**ixfrver=X**  - текущая версия, использующаяся в передаче запросов IXFR

**server NAME** - установить сервер по умолчанию NAME, используя текущий сервер

по умолчанию

**lserver NAME** - установить сервер по умолчанию NAME, используя первоначальный

сервер

**root** - сделать текущий сервер по умолчанию корневым сервером

**ls [opt] DOMAIN [> FILE]**  - перечисление адресов в домене DOMAIN (необязательно:

вывод в файл FILE)

**-a** - перечисление канонических имен и псевдонимов

**-d** - перечисление всех записей

**-t TYPE** - перечисление записей указанного типа RFC (пр. A,CNAME,MX,NS,P

TR etc.)

**view FILE** - сортировка файла "ls" и его просмотр с помощью pg

**exit** - выход из программы

При запуске с некоторыми из перечисленных параметров, команда **nslookup** выполняется в не интерактивном режиме без диалога с пользователем:

**nslookup yandex.ru.** - выполнить запрос к DNS-серверу, заданному по умолчанию, на разрешение доменного имени **yandex.ru**. Для уменьшения количества ненужных запросов к серверам имен, имя домена нужно вводить в виде полностью определенного имени (fully qualified domain name) , т.е. с точкой в конце. Если этого не делать, то **nslookup** будет сначала выполнять запрос на разрешение имени относительно домена того компьютера, на котором она выполняется, т.е. **yandex.ru.mydomain.ru** если имя локального домена mydomain.ru.

**nslookup -type=mx yandex.ru** - то же, что и в предыдущем примере, но с указанием типа запрашиваемой записи **-type=mx**. Сервер DNS ответит на запрос утилиты **nslookup** перечислением почтовых серверов, обслуживающих домен **yandex.ru**  
  
**nslookup odnoklassniki.ru 8.8.8.8** - определить IP-адрес узла **odnokassniki.ru** с использованием DNS-сервера **8.8.8.8** (публичный DNS-сервер Google), вместо DNS-сервера, заданного в настройках сетевого подключения.  
  
**nslookup -type=mx -timeout=8 vk.com 208.67.220.220** - отобразить запись **MX** для домена **vk.com** из базы данных сервера с IP-адресом 208.67.220.220 (сервер OpenDNS). При выполнении команды, максимальное время ожидания ответа сервера - 8 секунд.   
  
**nslookup -type=any -timeout=8 vk.com 208.67.220.220** - то же, что и в предыдущем примере, но выполняется запрос на отображение любых типов записей.  
  
Пример отображаемых данных:

**Сервер: 208.67.220.220**

**Не заслуживающий доверия ответ:**

**vk.com internet address = 87.240.131.119**

**vk.com internet address = 87.240.131.99**

**vk.com nameserver = ns2.vkontakte.ru**

**vk.com nameserver = ns4.vkontakte.ru**

**vk.com nameserver = ns1.vkontakte.ru**

**vk.com nameserver = ns4.vkontakte.ru**

**vk.com nameserver = ns2.vkontakte.ru**

**vk.com nameserver = ns1.vkontakte.ru**

**ns1.vkontakte.ru internet address = 93.186.237.2**

**ns2.vkontakte.ru internet address = 93.186.224.100**

Для разных версий **nslookup** и разных DNS-серверов, обслуживающих запрос, отображаемая информация может незначительно отличаться. Тот же запрос, сформированный англоязычной версией утилиты **nslookup.exe** и направленный на обработку DNS-серверу компании Google приведет к отображению следующих данных:

**Address: 8.8.8.8**

**Non-authoritative answer:**

**vk.com internet address = 87.240.131.120**

**vk.com internet address = 87.240.143.244**

**vk.com**

**primary name server = ns1.vkontakte.ru**

**responsible mail addr = ncc.vkontakte.ru**

**serial = 2013100501**

**refresh = 3600 (1 hour)**

**retry = 900 (15 mins)**

**expire = 604800 (7 days)**

**default TTL = 900 (15 mins)**

**vk.com AAAA IPv6 address = 2a00:bdc0:3:103:1:0:403:901**

**vk.com AAAA IPv6 address = 2a00:bdc0:3:103:1:0:403:902**

**vk.com AAAA IPv6 address = 2a00:bdc0:3:103:1:0:403:903**

**vk.com nameserver = ns1.vkontakte.ru**

**vk.com nameserver = ns2.vkontakte.ru**

**vk.com nameserver = ns4.vkontakte.ru**

**vk.com MX preference = 10, mail exchanger = mail.vk.com**

**vk.com text =**

**"v=spf1 ip4:93.186.224.0/20 ip4:87.240.128.0/18 mx include:aspmx.googlem**

**ail.com ~all"**

Сообщение "Не заслуживающий доверия ответ:" (Non-authoritative answer: ) говорит о том, что выполняющий запрос DNS-сервер, не является владельцем зоны **vk.com** т.е. записи для узла vk.com в его базе отсутствуют, и для разрешения имени использовался рекурсивный запрос к другому DNS-серверу. Если отправить запрос DNS-серверу ns1.vkontakte.ru, то будет получен авторитетный ответ (authoritative answer) :

**Server: ns1.vkontakte.ru**

**Address: 93.186.237.2**

**vk.com**

**primary name server = ns1.vkontakte.ru**

**responsible mail addr = ncc.vkontakte.ru**

**serial = 2013100501**

**refresh = 3600 (1 hour)**

**retry = 900 (15 mins)**

**expire = 604800 (7 days)**

**default TTL = 900 (15 mins)**

**vk.com internet address = 87.240.131.118**

**vk.com AAAA IPv6 address = 2a00:bdc0:3:103:1:0:403:904**

**vk.com AAAA IPv6 address = 2a00:bdc0:3:103:1:0:403:905**

**vk.com AAAA IPv6 address = 2a00:bdc0:3:103:1:0:403:906**

**vk.com nameserver = ns4.vkontakte.ru**

**vk.com nameserver = ns1.vkontakte.ru**

**vk.com nameserver = ns2.vkontakte.ru**

**vk.com MX preference = 10, mail exchanger = mail.vk.com**

**vk.com text =**

**"v=spf1 ip4:93.186.224.0/20 ip4:87.240.128.0/18 mx include:aspmx.googlem**

**ail.com ~all"**

**ns4.vkontakte.ru internet address = 93.186.239.253**

**ns4.vkontakte.ru AAAA IPv6 address = 2a00:bdc0:ff:4::2**

**ns1.vkontakte.ru internet address = 93.186.237.2**

**ns1.vkontakte.ru AAAA IPv6 address = 2a00:bdc0:ff:1::2**

**ns2.vkontakte.ru internet address = 93.186.224.100**

**ns2.vkontakte.ru AAAA IPv6 address = 2a00:bdc0:ff:2::2**

**mail.vk.com internet address = 93.186.236.94**

**nslookup 8.8.4.4** - отобразить имя узла, соответствующее IP-адресу **8.8.4.4**   
  
**nslookup -ls -d mydomain.ru. > listdns.txt** - отобразить все записи для домена **mydomain.ru**, обслуживаемого текущим DNS-сервером. Вывод направляется в файл **listdns.txt** текущего каталога. Задавать абсолютный путь к файлу не следует, поскольку все существующие на данный момент версии **nslookup.exe** успешно перенаправляют стандартный вывод в файл, только если он располагается в текущем каталоге.  
  
При работе в интерактивном режиме, после старта на экран выводится приглашение к вводу команд - символ **">"** . При вводе команд необходимо учитывать регистр символов, например, **LS -d mydomain.ru.** будет воспринята как ошибочна команда, а **ls -D mydomain.ru.** - как команда с ошибочной опцией.

**Утилита GETMAC .**

    Утилита командной строки GETMAC используется для получения аппаратных адресов сетевых адаптеров (MAC-адресов) как на локальном, так и на удаленном компьютере.   
  
Синтаксис:  
  
**GETMAC [/S <система> [/U <пользователь> [/P <пароль>]]] [/FO <формат>] [/NH] [/V]**Параметры:   
  
**/S <система>** - имя или IP-адрес удаленного компьютера.  
  
/U [<домен>\]<пользователь> Имя пользователя. Если не задано, то используется текущая учетная запись.   
  
**/P [<пароль>]** - Пароль. Если задан параметр /U и не задан пароль, то он будет запрошен.  
  
**/FO <формат>** - Формат, в котором следует отображать результаты запроса. Допустимые форматы: "TABLE" (таблица), "LIST" (список), "CSV" (разделяемые запятыми поля). Если параметр не задан, то используется вывод в виде таблицы (TABLE) .  
  
**/NH** - Указывает, что строка заголовков столбцов не должна отображаться в результирующем файле. форматов TABLE и CSV.  
  
**/V** - Отображение подробной информации. В отображаемой информации присутствует имя сетевого подключения и название сетевого адаптера.  
  
**/?** - Вывод справки по использованию команды.  
  
Примеры:   
  
**GETMAC /?** - отобразить краткую справку об использовании GETMAC.   
**GETMAC /FO csv** - выдать информации о MAC-адресах всех существующих на локальном компьютере сетевых адаптеров в формате CSV (полей с разделителями в виде запятой)  
**GETMAC /S COMPUTER /NH /V** - получить MAC адреса сетевых адаптеров для удаленного компьютера COMPUTER, не отображать заголовки столбцов в таблице и использовать отображение подробной информации. Для подключения к удаленному компьютеру используется текущая учетная запись пользователя.  
**GETMAC /S 192.168.1.1 /NH /V** - то же самое, но вместо имени компьютера задан его IP-адрес (задается IP адрес компьютера в классе)

Или команду

**GETMAC /S COMPUTER /U user /P password** - получить MAC - адрес адаптеров удаленного компьютера COMPUTER. Для подключения к нему используется имя пользователя "user" и пароль "password". **Примечание - последние команды могут не работать из - за работы в режиме простого пользователя. а не администратора и для их выполнения необходимо имя и пароль учетной записи.**

**GETMAC /S COMPUTER /U mydomain\user** - для подключения к удаленному компьютеру используется учетная запись пользователя "user" в домене "mydomain". Пароль пользователя вводится по запросу.   
**GETMAC /S COMPUTER /U mydomain\user /P password** - то же самое, что и в предыдущем случае, но пароль задан в командной строке.   
  
  
Пример выводимой информации по GETMAC без параметров:  
  
**Физический адрес             Имя транспорта   
=================== ==========================================================  
00-00-DB-CE-97-9C            \Device\Tcpip\_{85E2B831-859B-45D4-9552-0E6DCFB57391}  
00-2E-20-6B-0D-07             \Device\Tcpip\_{158A50DF-F6F2-4909-8F15-DF94B51A81FF}**По имени транспорта можно найти в реестре записи, связанные с данным сетевым адаптером.   
  
Задание к лабораторной работе:

1. Изучить правила работы с командной строкой Windows
2. Изучить команды работы с сетью.
3. Для каждой команды выполнить те ключи (пункты), помеченные красным цветом.
4. Результаты выполнения соответствующей команды с различными ключами сначала вывести на экран, потом при необходимости вывести в отдельный файл с именем команды и расширением doc(например команда ping>>D:\ping.doc выведет результаты выполнения команды в файл ping.doc)
5. Выполнить индивидуальные задания согласно варианта с **обязательным** сохранением результата работы в отдельном текстовом файле.

**Задания**

1. Зациклить команду ping к любому компьютеру (например tut.by):
2. Выдать команду о настройке стека ТСP/IP вашего компьютера(IP - адрес, МАС - адрес, адрес шлюза, IP - адрес DNS - сервера по умолчанию);
3. Определить МАС - адрес шлюза;
4. Вывести состояние портов протокола TCP и UDP;
5. Проследить маршрут следования пакетов к заданному узлу(например к tut.by);
6. Определить символьное (DNS ) имя DNS - сервера своего домена;
7. Вывести таблицу маршрутизации своего компьютера;
8. Вывести DNS - кэш своего компьютера;
9. Вывести информацию о имеющихся сетевых дисках (если есть);
10. Вывести статистику Ethernet по протоколам IP, ICMP, TCP,UDP;
11. Вывести информацию о разделяемых ресурсах вашего компьютера в локальной сети;
12. Определить МАС - адреса узлов всех компьютеров локальной сети с которыми соединялся ваш компьютер.

Варианты индивидуальных заданий.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| № | Задание1 | Задание2 | Задание3 | Задание4 |
| 1 | 1 | 2 | 7 | 12 |
| 2 | 2 | 3 | 8 | 11 |
| 3 | 4 | 9 | 2 | 6 |
| 4 | 5 | 2 | 10 | 4 |
| 5 | 12 | 3 | 9 | 2 |
| 6 | 2 | 6 | 1 | 11 |
| 7 | 3 | 2 | 12 | 7 |
| 8 | 10 | 6 | 2 | 4 |
| 9 | 11 | 9 | 5 | 2 |
| 10 | 8 | 4 | 10 | 12 |
| 11 | 2 | 7 | 9 | 3 |
| 12 | 6 | 5 | 2 | 11 |
| 13 | 1 | 7 | 8 | 2 |
| 14 | 9 | 12 | 2 | 5 |
| 15 | 1 | 2 | 3 | 4 |